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Company Name AMIYA Corporation
Incorporated December 1996
Head Office

Location Tornare Nihombashi Hamacho 11F 3-3-2
Nihombashi Hamacho Chuo Tokyo

Osaka Office

Sapporo Institute

. Chairman: Seiichi Ito
AR EINES CEO: Kouta Ishida

Employees 146

< Data Security Division>

- Development of security audit tools / Sales,/

Implementation Support Consulting

* IT control construction / Internal audit / Report

creation / Operation support

- Construction for information security management

Main  Business / Inspection. Support
Activities < Network Security Division >
- System infrastructure evaluation / Consulting /

Design / Construction / Operation
- Network security system consulting / Design /

Construction / Operation
* Network security system - service development /

Sales
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Vision

SECURE THE SUCCESS.

i

A
O
o
9]
2
O
O)
<
=
=
<
o
N
o
I
©




2 Security Business

Automate security for

Automate security for
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Data Network
Security Security
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Product plannning

R&D

Product Devclopment

Promotion

Salez

Completed in-house from planning,
development und sales
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Operational monitoring on Server access

AMIYA’s global business ALog ConVerter.
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> QOverseas partners :
14 partners in 10 countries.

Taiwan, US, UK, China, Thailand, Vietham, Hong
- Kong, Singapore, Indonesia, Malaysia
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Achievements of trust

Log Management

Top Share
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Source : Deloitte Tohmatsu MIC Research Institute Co., Ltd.

Current Status and Future Prospects of the Internal Threat Countermeasure
Solution Market 2020" Published in December 2020
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ALog ConVerter.
ALogEVA
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WatchYour Data




Focus your monitoring target to the vital data Tt AmiIYA

PC asset management ; such as monitor employee’s internet browsing and device control is needless to say important.

However you need to consider the long term trouble and strain on systems operations, maintenance and high cost.
ALog monitors and analyzes users' access to servers and databases at the server level that stores all the critical data,

which means greatly effective.

Client PC control/ Monitor Server data Monitor

Variety of output
C
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Once you start output

use Printing countermeasures, it

never ends

Variety of devices %
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Monitoring
one target
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Log management
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environment
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Wide range support of ALog Tt AMIYA

The Advantage of ALog is its wide range support that is able to gather not only operation log for Windows file
server but also various records such as Linux/NAS storage server OS log, database application log, syslog from
network.

Windows / Linux Secver e Dtabass Server
—
. - . . r 5 -
‘o&o-- T u — ed l L l
g
DB format
Generote boe seonch
- NAS Server= 7 [ M Other Target —, Acakyee /Corvert '
wow log doso ’
colectod bom svarvar
CSV format
BT Microsoft 365 s Genercie ior orchive
My = o Google Workspace

‘ okta 33propbox box
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Are user’s operation records traceable by raw log data?!

T AMIYA

Example: An employee Steve [ opened ] an excel file and [ modified ] it.

Log data should be indicated as [ READ /| and [ WRITE [ .

e H X ann
Raw log data. Even it’s sorted
E\DATA\client info\customerlist.xls READ
E:\DATA\client info\customerlist.xls READ
E\DATA\client info\customerlist.xls WRITE
E\DATA\client info\customerlist.xIs DELETE User
E\DATA\client info\customerlist.xls WRITE
E\DATA\client info\customerlist.xls READ
E\DATA\client info\customerlist.xls READ
E\DATA\client info\customerlist.xls WRITE
E\DATA\client info\customerlist.xIs READ :
10/25/201113:34:10Microsoft-Windows-Security- E\DATA\client info\customerlist.xIs READ Steve IT Opened il the fi le a nd ITW"Ote.iI
uditin omethin " 3 I I I
e oot attrassess. E\DATA\ciient nfolcustomerist xis READ Eeeeuersseessee s R RS seE SRR AR AR AR AR R R RS AreEReERnERnERnEnnn
877842489-1775433442-001/testuser/YNS- . " . .
08R2SP1/0x2ba450/Security/File/E:¥DATA¥client E\DATA\client infolcustomerlist.xis READ
info¥customerlist.xls 0x1024/{00000000-0000-0000-0000- '~ ATA\rlient info\customerlist.xls WRITE
0000000000}/% %1541 % %4416 % %4423 READ 2
1%%1541: %%1801 D:(A;OICI,FA;;;WD)  %%4416: %%1801 - H READ »
DLAOICLEAGND) | H3L4423 141201 DA OICEA WD) W 3 lines? Analyzed and converted into
/0x100081/-/0/0x4// RITE - 8 'i','es.> READ
DE . s WRITE i H y\
LETE - 1 Jines2> the actual operation history
Accurate action history .
. Even after the mapping,
can not be taken with . )
it doesn’t show the
raw log data .
actual operation.
Copyright AMIYA Corporation All Rights Reserved. 13
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Report sample

T AMIYA
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Specific folders’ data deletion
* Mail Service

+ Syslog notificati
* API link %
e% Chatwork 5" slack

i ne
ﬁ TEAMS

Schedule Retirees Access

Several times log-on failure

Authorized user’s operation
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ALog ConVerter. advantage

T AMIYA

ALog ConVerter is a tool to obtain access history of the vital data without re-siding any agent.
You can have low cost and efficient log management as ALog ConVerter collects log data from

the server side where the vital data is stored.
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ALog ConVerter
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Analyze law log, 2 Automatic Intuitive
To the actual — Super compact Search/Analyze
operation D
ALog’s conversion engine creates a clear ALog’s conversion engine log compress even Intuitive search by using Web browser.
story of actual user actions that tells you the more the minimized access and store. Not only for IT manager, Anybody can easily
Who, the When, and the What about file Super compact means you can keep a large operate.
accessed ,based on the complex raw logs. amount of data for a long period of time.
| \\ e = e
r o — — EEE
mmn:so-w uw::;m- .-:v-;u ‘omm-n--u:m;unlox w::: E f — ALOg ConVsrter -
2015/3/12 200403 | aeriya¥ Yamal armyt300) | DWreclIWIEMEVIES HRVAAVILANE B9 s | READ b » Access log '
\, J/ \. J \.
Original log After conversion After compression\_J
1GB » 1MB ! \’” 25KB ! >/
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Caog)

Reason to be selected
Only ALog can respond to both internal fraud and external attacks

If you do not comprehensively handle information leakage / audit response / cyber attack detection, it will be a

wasteful diversified investment.
ALo
CALog) \

ALog EVA

%‘“ ALog ConVerter.

Audit Purpose ;

Internal fraud Cyber Attack

File operation m
A

A

Trouble

4
‘ Shooting

é Cloud Service Operation

. J
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ALOG UNIQUENESS

Caog)

1) Less than third the price of other SIEM software in
the market with awesome quality (Japanese
quality standard).

2) For users with existing other SIEM software, ALog
can co-exist with other SIEM, thereby customers
can benefit of paying less and enjoy double
protection.
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ALOG UNIQUENESS

3) Reachable time-zone for support services.

4) Dedicated support personnel assigned. NOT
unknown, virtual "issue-ticket" support with no
specific personnel assigned.
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ALOG UNIQUENESS

5) Comprehensive Internal Fraud and External
Attack Protection in one platform and single sign-
In.

6) Advanced, Patented Log Compression technology
that allows logs to be stored and retrieved
efficiently




ALOG UNIQUENESS

Caog)

/) Raw logs can be easily readable, understandable
and visualised by non-technical end users.

8) Simple to use search engine makes auditing,
emergency incident cases identification and
management reporting very fast to accomplish.




that surpasses memory

Garog)

Amiya Global Sales Unit
Asako Yonezawa
Mail:

https://www.amiya.co.jp/english/
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