JNSA

JNSA’s Profile



Overview

> Org form Non-profit Organization (NPO)

> Established ApI‘ll, 2000 (Established as a voluntary association, and later
granted the status as a specified non-profit organization(NPO) in 2001.)

» Membership 265 organization, majority are information security vendors
» Annual fee 240,000 JPY
» Address Minato-ku, Tokyo

Minani-Senba.Chuo-ku,Osaka-shi,Osaka (Western Japan office)

» URL http://www.nsa.org/ (Japanese Page)
http://www.jnsa.org/en/ (English Page)

The goal of NPO Japan Network Security Association (JNSA) i1s to solve
various problems in information security as well as to promote the
awareness of information security through the collaboration of
information security community in order to contribute to the healthy
advancement of cyber society.
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Organization and Activities

General Assembly

advisor Auditor
:; Board of Directors ‘) b
Board of Secretaries Secretariat
Committees Working Groups
Committee Western Japan ISEPA *1 ISOG-J *2 JT2A*3 Capacity Building SECCON Industry-Academia
Office Study Collaboration Council for
Commission Information Security
#1 ¢ Information Security Education Providers Association
*2 ! Information Security Operation providers Group Japan
*3 ! Japan Trust Technology Association

Social Survey and
Activities Research
Committee Committee

Standards Education JNSA
Investigation Committee Interactive
Committee Committee

Marketing

Cybersecurity u40

Committee Business Committee

Compliance
Committee

Each committees and office has various working groups to take care of designated activities.
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Products and services for overseas

We introduce JNSA Member Companies products and services information on our website.

— (Click

COMPANY NAME IDENTIFY PROTECT DETECT RESPOND RECOVER
Amiya Corporation .
FFRI Security, Inc. - ] .
GLOBAL SECURITY EXPERTS Inc.(GSX) ]
Hitachi Systems,Ltd. . L .
Infosec Corporation L o ] ) L
NRI SecureTechnologies, Ltd. s L] L L L]
)

UBsecure, Inc.

https://www.jnsa.org/en/activities/overseas/index.html
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SecBoK(skillmap of security body of knowledge)
About 400 |Skill| itelms were 1dentified with 16 roles

Mapping samples of skills and roles

=3
.
Q.
@
=
=
Q
E -
[N =1 P4
ER x ENE = o @
3 3 o i 23 8=
> 2 2 ElE o = e
Field Major Item | Middle ltem | KSA-ID Minor Item = 2 o KRG e = 2 =
=3 S Ediy s 2|53
Bl 2 K 8 v 2 D
3 = R s o TS
S % |3 = e
«Q 3 -, | = —
® = 5
I g
=}
=3
@
o
Basics of General 64 [Knowledge on principles of information security system engineering [ ] [ ]
Security Description

63 Knowledge on information assurance principles and organization requir mlmlm
regarding confidentiality, integrity, availability, authentication and nonflepudiation

55 Knowledge on information assurance principles used for managlnng:ks mlmlelm -I - * -

regarding use, processing, accumulation, and transfer of informatiorfor data

Knowledge on security principles and methods of information techndfogy
(examples: firewall, demilitarized zone, and encryption)

Knowledge on methods of the current industry that use concepts andicapability
based on standards regarding the evaluation, implementation, and pbpularization
of tools and procedures for security assessment, observation, detecffon, and
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952|Knowledge on security problems, risks, and wlnerability that come t
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Security General Knowledge on the company information security architecture system
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Governance |Description organizations

Knowledge on reporting principles, policies, procedures, and mean
300|format, report standard (example: requirements and priority)), practic:
and law enforcement agencies, and restrictions of intelligence

965 Knowlledg_;e on approach for risk acceptance and/or risk managemerlof mlmlm -
organizations

reporting
of diffusion | L BN |
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SECCON (Security Contest)

The biggest security contest in Japan 1s “SECCON”.

Real time Visualization system G2 : wsaEmim)

team 785 982
participant 1,447 1,862
country 76 88

In 2021, 785 teams from 76 countries
participated in the “SECCON 2021 online

contest”.

SELLLMN

SECUR

This year, the contest will be held
remotely on 12-13th November.
The final contest will be held in
February 2023 after 2 years.

https://www.seccon.jp/2022/

~ News & Information SECCOrd
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Thank you



